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Digital Europe 

Draft Orientations for the preparation of the work 

programme(s) 2021-2022 

Executive Summary 

The ongoing digital transformation touches every aspect of our lives. We need to embrace it, and to 
ensure that it has a positive effect on European growth, employment and well-being – while meeting 
our ambitious sustainability goals. But so far, Europe has not collectively invested enough in the 
latest technologies, and there is a growing mismatch between supply and demand. Businesses, public 
sector and academic community are increasingly having to look outside Europe to access the 
computing, data handling or cybersecurity capacities they need, while citizens often lack the skills to 
thrive in the new digital economy. In addition, not all sectors and geographical regions in the EU have 
benefited equally from digital innovation.  

Digital Europe aims to trigger investments by the EU, Member States and industry in the key areas of 
artificial intelligence, advanced computing and data handling, cybersecurity, and the advanced digital 
skills necessary to deploy them. The programme has the potential to connect businesses, public 
administrations and citizens to the latest technologies and resources. It will also help Europe to 
remain globally competitive and strategically autonomous, and to have a say in how new 
technologies reflect our needs and values. 

The purpose of these draft orientations is to reach a shared understanding of the Programme’s scope 
for 2021-2022 and to guide the preparation of the work programmes for this period.  

The programme proposes to fund activities which no Member State alone is able to implement: 
collective action at European level is needed. They will reinforce the positive impact of Digital Single 
Market’s policy achievements. For example, they will aim at: 

 Making Europe a top supercomputing region globally through the acquisition of at least one 
exascale supercomputer by the end of 2021, upgrading existing supercomputers and 
extending the use of advanced computing to industry, including SMEs; 

 Setting up and making accessible Europe-wide data spaces and testing and experimentation 
facilities for artificial intelligence in the areas of health, environment/climate, mobility, 
manufacturing and energy; 

 Enhancing cybersecurity by deploying a pan-European quantum communication 
infrastructure and supporting the set-up of a certification scheme for cybersecurity 
products; 

 Addressing the shortages of digital experts in the EU through dedicated Master’s 
programmes for artificial intelligence, advanced computing and cybersecurity; 

 Providing SMEs and public administrations access to the latest digital technologies by setting 
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up a network of Digital Innovation Hubs; 

 Ensuring a successful digital transformation of health and care services with the EU-wide 
deployment of innovative and cost-effective data-driven tools and services based on 
technologies like AI and data analytics; 

 Making ICT products and services sustainable, by prioritising their energy efficiency as well 
as climate neutrality, reparability, lifespan and recycling; 

 Deploying open, interoperable, trustworthy urban digital platforms tailored to communities’ 
needs, offering easy standardised access to new datasets, and the large scale roll-out of AI-
driven services in Smart Energy, Smart Mobility, waste and secondary resource management, 
industry and (re)manufacturing, healthcare and e-government. 

 

  





4 
 

Introduction 

The ongoing digital transformation touches every aspect of our lives. We need to embrace it, and to 
ensure that it has a positive effect on European productivity, growth, employment and well-being – 
while meeting our ambitious sustainability goals. But so far, Europe has not collectively invested 
enough in the latest technologies, and there is a growing mismatch between supply and demand. 
Researchers and industry are increasingly having to look outside Europe to access the resources they 
need, while citizens often lack the skills to thrive in the new digital economy: there are currently 
more than 350,000 vacancies for digital technology experts in the EU. In addition, not all sectors and 
geographical regions in the EU have benefited equally from digital innovation.  

Digital Europe aims to trigger investments by the EU, Member States and industry in the key areas of 
artificial intelligence (AI), advanced computing and data handling, cybersecurity, and the advanced 
digital skills necessary to deploy them. The programme has the potential to connect businesses, 
public administrations and citizens to the latest technologies and resources. It will also help Europe 
to remain globally competitive and strategically autonomous, and to have a say in how new 
technologies reflect our needs and values. 

All the areas of the programme are interdependent. AI relies on cybersecurity to ensure data is 
secure and trustworthy, cybersecurity requires high performance computing to process the vast 
amount of data obtained, digital services requires all three capacities to meet future standards, and 
deploying any one of these key technologies requires the appropriate skillset.  

The Digital Europe programme cannot be conceived as a set of isolated parts. It will also complement 
the investments to be made in research and innovation in digital technologies and applications under 
Horizon Europe, and the support for connectivity under the Connecting Europe Facility (CEF).1 
Synergies between programmes, at regional, national and EU level, will allow for economies of scale, 
make investments more consistent, and provide better value for citizens and businesses. 

The purpose of this document is to set out the orientations for the first two years of the programme 
(2021-2022), so as to reach a shared understanding of its scope and to guide the preparation of the 
work programmes for this period. The focus will be on high-impact projects that require EU-level 
action, whether for capacity building or for wider diffusion and uptake. 

 

Why is the Digital Europe programme essential?  

The Digital Europe programme will be key to making the achievements of the Digital Single Market a 
reality. Policy objectives announced by the Commission and supported by Member States and the 
European Parliament shaped the policy areas to which it will direct investment. These objectives 
include the 2018 European strategy for AI,2 and the relevant Coordinated Action Plan,3 the revised 
2017 European cybersecurity strategy,4 and the EuroHPC initiative.5 They also take into account  
climate and environmental impact of digitising Europe. 

The programme is also based on the Tallinn Digital Summit declaration of September 2017,6 reflected 
in the October 2017 European Council conclusions.7 It also takes into account the Digital 
                                                           
1  COM(2018) 434 final, Proposal for a regulation of the European Parliament and of the Council establishing the Digital Europe 

programme for the period 2021-2027, 6 June 2018. 
2  COM(2018) 237 final, Communication from the Commission on Artificial Intelligence for Europe. 
3  COM(2018) 795 final, Communication from the Commission on a Coordinated Plan on Artificial Intelligence. 
4  COM/2017/0477 final, Proposal for a Regulation of the European Parliament and of the Council on ENISA, the "EU Cybersecurity 

Agency", and repealing Regulation (EU) 526/2013, and on Information and Communication Technology cybersecurity certification 
(''Cybersecurity Act''), 13 September 2017. 

5  Council Regulation (EU) 2018/1488 of 28 September 2018 establishing the European High Performance Computing Joint Undertaking. 
ST/10594/2018/INIT. 

6  Tallinn Digital Summit, Conclusions of the Prime Minister of Estonia, Juri Ratas. 
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World leading computing and data handling capacities 

Advances in computing technology are continuing at a steady pace. Experts predict that, in less than 
a decade, quantum computing will be accessible to everyone, bringing a gigantic leap in computing 
power and immense benefits in areas ranging from medical research and development of new 
treatments to innovative and resource-efficient production processes. 

By pooling together EU and MSs  efforts, Europe will have the  means to be a world- leading22 region 
in the next five years, allowing it  not only to acquire and make the best use of latest computing 
systems but also in designing and producing them. The EuroHPC Joint Undertaking will  ensure that 
European supercomputing capacities be made  available   satisfying demand for highly demanding 

and essential applications in Artificial Intelligence, software 
development, climate change modelling, precision agriculture and 
planning for renewable energy availability. Further areas that will 
require supercomputing are in biodiversity, security, space, 
healthcare, environment, energy and climate.  In 2019, EuroHPC 
announced the support to 8 High Performance Computing systems in 
the EU through a collective effort involving 18 Member States23. This 
co-investment between MSs and EU will ensure that computing 
capacity will support development of an EU-wide ecosystems of 
applying and using HPC and that Europe has at least three Super 
Computers in the top 10 highest performing computers in the world. 
Today’s swiftest computers can cost up to €250 million to design and 
assemble, and several million euros more per year to run.  

The overarching strategic objective for HPC is therefore to develop, deploy, support access to and 
maintain in the EU an integrated world-class exascale and post–exascale supercomputing and data 
infrastructure, including the integration of quantum computing technologies, and to develop and 
support a highly competitive and innovative HPC ecosystem. It will prioritise systems with the highest 
computing performance, the lowest power consumption and highest resource efficiency, an area 
where Europe has clear strengths. Building HPC capacity will also boost demand for state-of-the-art 
electronic components, thus nourishing a strategically important industry in Europe.  

The successful launch of the EuroHPC initiative24 shows the great interest of Member States, industry 
and the academic community in pooling their efforts in this field. The Digital Europe programme will 
build on the momentum and stakeholder mobilisation around an EU-wide common agenda for next 
generation computing. 

The HPC priorities for the first two years of Digital Europe will focus on three areas.  

1. To build capacities towards exascale supercomputing, the programme will fund the 
acquisition and deployment of new supercomputing capabilities, notably one exascale 
EuroHPC supercomputer and several petascale EuroHPC supercomputers.  

2. Secondly, by federating national and European HPC and data resources into a common 
platform and providing horizontal HPC-based services for industry, academia and public 
sector, the programme aims to ensure the widest access to HPC infrastructure.  

3. Finally, the ecosystem for user communities (scientific, industrial and public sector) will be 
further developed and supported to achieve excellence by developing, preparing and 

                                                           
 

 
24  Council Regulation (EU) 2018/1488 of 28 September 2018 establishing the European High Performance Computing Joint Undertaking. 

0

50

100

150

China US EU JP

Reversing the trend:
Top 10 supercomputers, 
performance in Pflops  

2018 2020



8 
 

optimising HPC codes and applications for future exascale and post-exascale systems, using 
co-design processes. In addition, the networking of the HPC Competence Centres between 
participating states will be also reinforced. These actions will be complemented by training 
and education-related activities to provide the scientific and industrial community with the 
skills they require to use HPC systems. 

Pending the outcome of the relevant legislative procedure, participating States may use ERDF funds 
to partly support the acquisition and capacity-building activities, supporting the digitalisation of 
SMEs. This may include cooperation with Digital Innovation Hubs (AI) and Cybersecurity Competence 
Centre, provided this is in line with the relevant smart specialisation strategies, future CEF Digital – to 
ensure a hyper-connected network of Europe’s supercomputing centres which will include activities 
for ensuring a terabit connectivity (provided this is in line with the relevant national or regional 
broadband plan), and InvestEU. 

Close synergies with other programmes, notably Horizon Europe and other research and 
development activities,25 will be established and will feed directly into the development and 
capacity-building activities, including the reduction of HPC’s energy and resources footprint. 

Priority actions for the first two years: 
 
Towards exascale supercomputing: 

 Acquisition of one exascale supercomputing machine  

 Acquisition of new petascale machines and upgrading of existing supercomputers  
Ensuring the widest access to HPC infrastructure : 

 Provide services for European access to HPC resources  

 Federate of national and European HPC and data resources into a common platform  

 Provide horizontal HPC-based services (i.e. HPDA) for industry, academia and public sector  
Building capabilities: widening the use of HPC and applying it across sectors 

 Launching and deployment of service platforms on the industrialisation and deployment of 
Industrial HPC codes and industrial software  

 Adaptation and deployment of industrial/sectorial HPC tools and software environments 
(Deployment Demonstrators)  

 Supporting the capacity aspects of HPC Centres of Excellence (CoEs) in HPC applications (e.g. 
climate, health, engineering, energy, etc) that promote and prepare the use of exascale and 
extreme performance computing capabilities  

 Supporting/networking of National HPC Centres of Competence (CoCs) (actions to strengthen 
the wide application of HPC and increasing the innovation potential of SMEs using HPC services)  

 Dedicated dissemination, outreach to Industry (if not part of CoCs)/widening use and outreach 
actions (2021) 

 Training and skills development in the area of HPC and related subjects  

The EuroHPC Joint Undertaking will be the main vehicle for implementing the above activities. HPC 
education/skills (curriculum development), short term training courses and traineeships will be 
supported under advanced digital skills. 

                                                           
25  Including the LIFE Programme where relevant. 
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Where possible, we will aim for synergies and cross-cutting activities with the other strategic 
objectives of the programme, notably with HPC, cybersecurity and advanced digital skills. The 
infrastructure to be deployed will provide AI capacity and resources to be exploited for the high 
impact deployments indicated in following sections. In particular data for AI, tools and resources 
made available by the Common European AI platform, as well as solutions, and prototypes fully 
tested in TEF. Other EU-funded projects could use the data in the common data spaces in order to 
develop and use AI applications for e.g. health, environment, industrial transition or mobility. 

 

Priority actions for the first two years:  

Establish EU-wide common data spaces  
The EU-wide common, interoperable data spaces will build on public and private sector datasets. 
Actions will focus on: 
(i) Data spaces in key industrial and societal sectors: Pooling and sharing of data in sectors identified 

as priorities (including, but not limited to, health, climate, environmental, manufacturing, 
agriculture, energy, financial and mobility data). The large-scale actions may include the creation 
of data platforms enabling secure and compliant sharing and re-use of sensitive, confidential, 
proprietary and personal data, as well as large-scale experimentation based on AI. Where 
relevant, the latter will take place in connection with the large testing and experimentation 
facilities mentioned below. 

(ii) High-value datasets from the public sector: Pooling, preparing and making available high-value 
datasets in the categories identified in the Open Data Directive and reuse of Public Sector 
Information Directive,30 including space data and the geospatial data themes identified in the 
Annexes of the INSPIRE Directive,31 as a horizontal layer for use in different sectors. The actions 
will lead to the availability of free and easy to use EU-wide datasets in areas such as geospatial 
and earth observation/environment, and will include large-scale experimentation and AI use 
cases. 

(iii) Developing incubators for aggregating demand for data assets and to bring together data 
providers, integrators, brokers, data users and service providers, especially SMEs. These will 
operate in coordination with the Digital Innovation Hubs network. 

 
Developing Large Testing and Experimentation Facilities to provide a common, highly specialised 
resource to be shared at European level and foster the deployment of trustworthy AI in the following 
areas: 1) a common European platform to design and manufacture edge intelligence components 
and systems based on neuromorphic and quantum technologies; 2) reference sites for applications in 
essential sectors such as health, agri-food, manufacturing, smart cities and smart mobility (including 
environment and climate perspective).  
 
Scaling up the European AI platform to provide a single access point to high quality tested AI 
resources (e.g. AI algorithms which are safe, robust and transparent; new generation hardware 
computing; smart robots), and, where needed, bring such resources to industrial standard, and to 
provide corresponding support for users, to integrate AI into solutions, products and services. The 
platform will provide access to key AI technologies, including AI, perception, interaction software, big 
data analytics, language processing, IoT, neuromorphic, robotics, cyberphysical systems and their 
integration. 

                                                           
30  Directive (EU) 2019/1024 of the European Parliament and of the Council of 20 June 2019 on open data and the re-use of public sector 

information. 
31  Directive 2007/2/EC of the European Parliament and of the Council of 14 March 2007 establishing an Infrastructure for Spatial 

Information in the European Community (INSPIRE). 
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CYBERSECURITY AND TRUST – Creating a cyber shield for Europe 

The Digital Single Market needs trust to function. Europe has recently witnessed a large number of 
increasingly complex cyberattacks with the potential to undermine the functioning of our 
communication networks, critical infrastructure, services and ultimately our society itself. 
Cyberattacks also undermine public confidence in the integrity of digital systems and data, and the 
decisions made using them.  

Digital Europe aims to implement the EU’s cybersecurity strategy and policies. It will support the 
implementation of existing and future EU regulations. The implementation of the NIS Directive and 
the Cybersecurity Act32 are key steps towards a safer digital EU.  

Actions addressing cybersecurity aim to reinforce European strategic autonomy in this area by 
strengthening the cyber-resilience of critical services, such as energy infrastructures and grids and 
logistics services in the Digital Single Market, and by creating a strong, autonomous European 
industry. Manufacturers need to recognise the importance of including cybersecurity features in 
connected products at the design stage. 

The programme will be used to start building a European Cybersecurity Shield based on a terrestrial 
and satellite-based pan-European quantum communication infrastructure (EuroQCI). The EuroQCI 
will become the core infrastructure for ultra-high security communication in Europe. The satellite-
based segment will be covered by the space-related programme for 2021-202733. In addition a 
network of cyber ranges will start being deployed. The cyber ranges will become the platform for 
training, testing of equipment and services, but also repository of shared data needed to ensure 
cyber security. 

Additionally, the programme will also consolidate and strengthen actions launched under the current 
Connecting Europe Facility in support of the NIS Directive34 deploying the competence centre 
network35 with Member States, contributing to the implementation of the “EU Cybersecurity Act” 
Regulation, notably by supporting enabling infrastructure for security certification. To strengthen EU 
industrial capacity in the field, the programme will support widening the deployment of 
cybersecurity tools inter alia by supporting faster validation and take-up of new 
research/innovations, and supporting EU supply chain providers from critical sectors. 

Cybersecurity both underpins the security of AI tools and HPC infrastructures supported under other 
parts of the programme, and relies on them for the development of its own solutions (e.g. by testing 
against attacks run on HPC). A key activity will also be to ensure that professionals have the specific 
skillsets they need, in coordination with activities under the Advanced Digital Skills pillar of the 
programme. The proposed European Cybersecurity Industrial, Technology and Research Competence 
Centre will act as the implementation body for various EU programmes supporting cybersecurity 
(notably Digital Europe and Horizon Europe) and enhance coherence and synergies between them. 

 

 

 

                                                           
32  Regulation (EU) 2019/881 of the European Parliament and of the Council of 17 April 2019 on ENISA (the European Union Agency for 

Cybersecurity) and on information and communications technology cybersecurity certification and repealing Regulation (EU) No 
526/2013 (Cybersecurity Act). 

33  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=COM%3A2018%3A447%3AFIN  
34  Directive (EU) 2016/1148 of the European Parliament and of the Council of 6 July 2016 concerning measures for a high common level of 

security of network and information systems across the Union. 
35  COM(2018) 630 final, Proposal for a Regulation of the European Parliament and of the Council establishing the European Cybersecurity 

Industrial, Technology and Research Competence Centre and the Network of National Coordination Centres, 12 September 2018. 
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Priority actions for the first two years: 
 
Deploying the competence centre network with Member States; 
 
Key capacity building: the cybersecurity shield 

 Deploying a quantum-secured public communication infrastructure (terrestrial segment) 
with the aim at deploying Quantum Key Distribution (QKD) in various large-scale networks; 

 Deploying through cyber ranges, with Member States and industry, the European cyber 
threat information network; 

 
Certification scheme(s)  

 Complete a certification scheme for 5G; 

 Start extending schemes for IoT tools providers, SMEs and hospitals; 

 Provide certification testbed; 

  
Widening the deployment of cybersecurity tools 

 Support for faster validation and market take-up of innovative cyber security solutions by 
businesses and public buyers; 

 
Supporting the NIS Directive implementation  

 Strengthening the activities started under the current CEF Telecom programme through 
capacity building and the enhancement of cross-border cooperation on cybersecurity at 
technical, operational and strategic levels among Member State bodies and among industry 
stakeholders, including Information Sharing and Analysis Centres (ISACs). 

Cybersecurity related activities under this programme will be implemented primarily through the 
European Cybersecurity Industrial, Technology and Research Competence Centre. 

ADVANCED DIGITAL SKILLS – Equipping ourselves for tomorrow’s challenges 

Europe cannot make good use of its new capacities if the shortage of digital experts needed to 
“operate” them is not addressed. As highlighted in the mid-term review on the implementation of 
the Digital Single Market Strategy,36 over the past 10 years, employment of ICT specialists in the EU 
has grown by around 2 million, but in 2018 53% of companies trying to recruit ICT specialists 
reported difficulties in filling vacancies.37 Actions under this objective aim at addressing the shortages 
of digital experts in the EU, in particular in the fields of AI, HPC and cybersecurity. 

Over the first two years, the programme will fund, in cooperation with the HPC and cybersecurity 
competence centres and AI centres, the design and set up of specialised Master’s programmes, and 
will provide financing for short-term training courses and job placements in these key technology 
areas. In addition, support will be provided for the set-up of specialised modules and courses in 
advanced digital technologies to train highly skilled professionals in non-tech sectors and foster inter-
disciplinarity. 

To this end, the programme will, in the first two years, focus on (1) the setting up of highly 
specialised Master’s programmes or modules, as well as the reinforcement of existing ones through 
the establishment of consortia of higher education institutions working alongside excellence centres 
and industry participants; (2) the design and delivery of short-term training courses in advanced 

                                                           
36  COM(2017) 228 final, Communication from the Commission on the Mid-Term Review on the implementation of the Digital Single 

Market Strategy – A Connected Digital Single Market for All, 10 May 2017. 
37  Digital Economy and Society Index Report 2019 – Human capital 
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technologies for both people already in employment and jobseekers, including targeted trainings to 
develop digital skills in key professions handling sensitive data, such as health and care professionals 
and managers; and (3) the provision of job placements in companies or research centres, in 
particular for students and graduates, to acquire the necessary advanced digital skills needed for the 
deployment of the above advanced technologies. All three actions will be designed and delivered in 
cooperation with the HPC and cybersecurity competence centres and AI centres, to ensure that the 
learning content is relevant and up to date with the latest technological developments in every field 
addressed. In particular, for the first two years activities will focus: 

 In the field of HPC, on curriculum development in HPC and computational science and short-
term trainings. This could include training integrated with university courses (e.g. HPC-based 
biomedical modelling for medical students), specialised Master’s degrees and training 
programmes (e.g. traineeships, upskilling/on-the-job training) as well as dedicated 
spring/summer schools. 

 In the field of cybersecurity, to enhance the cybersecurity skills of cybersecurity practitioners 
and cyber fighters (e.g. CSIRT/CERT operators, penetration testers, conformity assessors, 
security administrators (of organisations/SMEs, HPC and AI platforms) and create aligned 
practitioners’ cybersecurity operational certifications 

 In the field of AI, to create a pool of top-level talents (e.g. AI engineers, integrators) to 
develop and deploy AI-based solution, products and services; and to equip professionals with 
the technology-specific skills, as well as linked ones (such as law and ethics), to be able to use 
and deploy AI technology in their specific sectors and make the best of the digital 
transformation in their jobs; this may include AI modules in multi-disciplinary Master’s 
programmes (e.g. in e-health, fintech, e-government, climate/environment related 
disciplines) and in adult training programmes with the focus on people with higher education 
or work experience.  

Training activities will be delivered in key capacity areas, in particular AI, HPC and cybersecurity, but 
also others such as distributed ledger technologies/blockchain and quantum. The EuroHPC Joint 
Undertaking and the cybersecurity competence centre will elaborate a strategic paper outlining the 
skills and training priorities in their fields so as to ensure the relevance of the learning content of the 
Master’s programmes and short-term training courses. 

In line with the Rome Declaration of March 2017, when EU Member States stressed their 
commitment to fighting unemployment and providing young people with the ‘best education and 
training’, as well as the Council Conclusions of October 2017 where Member States stressed the need 
for Europe to go digital and to invest in digital skills, the programme will continue to support the 
Digital Skills and Jobs Platform initiative currently financed under the CEF Telecom programme.  

Activities under this pillar will be complementary to the European Social Fund Plus, which can 
support education and training in the area of basic and medium skills, and the European 
Globalisation Adjustment Fund, which will offer IT training to dismissed workers.38 Synergies and 
complementarities will be ensured also with the Erasmus programme, which contributes to the 
development and acquisition of all types of skills for students and teaching staff through learning 
mobility and cooperation in the area of education, training, youth and sport. 

 

 

 

                                                           
38  For the European Globalisation Adjustment Fund, the Commission proposed, as a mandatory horizontal element post-2020, including 

digital skills training in the package of personalised services of every European Globalisation Adjustment Fund case, adapted to the 
needs and qualifications of the respective participant. 
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Priority actions for the first two years:  
 
Developing Master’s programmes or modules in key capacity areas or specific modules to be 
included in other educational programmes to train professionals for the use of advanced digital 
technologies. 
 
Developing short term training courses in key capacity areas to increase the number of digital 
specialists, but also to equip professionals in non-tech sectors with the skills needed to deploy 
advanced digital technologies. 
 
Job placements in key capacity areas to give the opportunity to both people already in 
employment and job-seekers to acquire advanced digital skills on the job, in companies or 
organisations deploying cutting-edge technologies. 
 
Maintaining and populating the platform for Skills and Jobs - mapping of training/traineeship 
offer, certifications and a repository of best practices and training resources in the domains of 
AI, cyber security, HPC, quantum  technologies and blockchain 

B) ACCELERATING THE BEST USE OF TECHNOLOGIES 

There is high added value in engaging collectively in the deployment of digital solutions, notably in 
areas where scale and cross border access are essential success factors. Support for take-up by SMEs 
and public administrations is necessary to achieve widespread adoption. 

The emphasis in the first two years will be on setting up an initial network of European Digital 
Innovation Hubs, which will offer access to technology testing, financing advice, market intelligence 
and networking opportunities, to help the digital transformation of SMEs and public sector 
organisations. 

Moreover, deployment of technologies will be based on projects with high transformative impact in 
key areas of public and societal interest. Finally, building on the investment made in Digital Service 
Infrastructures (DSIs) under the current CEF Telecom programme, Digital Europe aims to rapidly scale 
up pan-European investments in interoperable and interconnected digital services and ensure that 
the benefits of new technologies (e.g. AI, data analytics and advanced computing) are taken up in key 
services of public interest and by industry across the EU economy and society.  

EUROPEAN DIGITAL INNOVATION HUBS 

A European Digital Innovation Hub (DIH) is a single entity or a coordinated group of entities with 
complementary expertise and a not-for-profit objective to support the digital transformation of 
companies (especially SMEs and mid-caps) and/or public sector organisations on a large scale. This 
support includes access to services such as technology-testing, financing advice, and market 
intelligence. They could work in collaboration with partners whose expertise lies in business 
development/public sector innovation or training, as well as with partners that can help in 
networking and engagement in the regional innovation ecosystem. 

Existing hubs, funded to run experiments under Horizon 2020, or with a different background (for 
example, as a local technology transfer institution), could qualify to become European DIHs, provided 
they pass all steps of the competitive selection procedures, both at national and European level.  

The Digital Europe programme will co-invest, together with Member States, in capacity building for a 
selected number of 'European DIHs'. While Member States’ investments in European DIHs – 
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supported through national, regional or European Regional Development Funds – would focus on a 
hub’s national, regional, or local activities, Digital Europe will focus on European added value, for 
example to enhance hubs’ capacity to serve more than one country and to export excellence.  

The first two years of the programme will see the setting up of an initial network of European DIHs 
and the early stages of the network’s expansion. The objective is to have at least one European DIH 
per Member State at the start of the network, with the aim of ultimately reaching one hub per 
NUTS2 region, including the outermost regions, in subsequent years. Each DIH will have a 
focus/expertise, which could be strengthened over time and which should ensure the future 
strengths of the region’s industry and public sector, e.g. precision agriculture, smart manufacturing, 
smart government, a combination of AI, HPC or cybersecurity, and promising application areas. Most 
smart specialisation strategies will require the take-up of advanced digital technologies to implement 
their priorities. Each European DIH should have experimentation facilities related to its specialisation 
to be used by companies and the public sector to test these technologies, including their 
environmental impact where relevant, before further investing in it.  

The balanced network of European DIHs will broaden the use of applications, technologies and 
services benefitting from AI, HPC and cybersecurity. The selection process will also take into account 
national or regional smart specialisation priorities and presence of relevant users of the hub services. 
Some DIHs may focus on health and care, smart and sustainable cities and communities, citizen-
centric public services, clean planet, agri-food or blockchain (see the section below on high-impact 
deployments). Digital Europe will also support the networking of the European Digital Innovation 
Hubs amongst themselves to transfer expertise between regions and to be able to help SMEs and the 
public sector with expertise not locally available.  

The European DIHs will liaise, as appropriate, with the existing cybersecurity competence centres and 
the centres of excellence for AI to access the knowledge needed to provide the services in their remit 
to their customers. ‘Train-the-trainer’ events will be organised where the specialised centres will 
brief DIHs on the latest developments, while the latter provide user feedback. 

Furthermore, investments in each of the priorities of Digital Europe will lead to new products and 
services available for SMEs and the public sector. DIHs will be the means to spread these capacities 
across the European economy and society widely. 

 

 


